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.

The University of Memphis, The Center for Information Assurance 

(CFIA), and the ROTC research students are hosting an in-person 

workshop (with hands-on activities) for all University of Memphis faculty/ 

staff / ROTC members and students on June 21, 2022, from 9:00 am 

– 2:00 pm Central Time (U.S. and Canada) Location: University of 
Memphis - FedEx Institute of Technology (FIT) - Fishbowl 203/205. The 
workshop discussions will be on recent “Issues and Topics concerning 
Operational Cybersecurity.”

We will also have additional speaker: 

• Dr. Dipankar Dasgupta (Hill Professor in Cybersecurity) will

discuss “Cyber security Tools/ Tips/ Techniques.”

**Please reach out to Chinita Holmes at csholmes@memphis.edu to reserve your seat.** 
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